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	SERIOUS FRAUD OFFICE

	JOB TITLE 
	 Head of e-Discovery

	GRADE 
	 Band A

	SALARY RANGE  & PAY BAND  
	£62,111 - £74,188 – [Digital]

	DIVISION
	 Information Technology

	REPORTS TO [position & grade]
	 SCS1 Chief Technology Officer

	
	

	OVERVIEW OF THE JOB

	 
Supported by a Project Manager, and a team of in-house staff and third party contractors, you will take a leading role in the migration project, and in managing and supporting the current and future systems. You will be responsible for engaging with users of this system across the organisation, to ensure that our multi-disciplined case teams are able to use this technology to investigate and prosecute our cases as efficiently and effectively as possible, and that they are supported in the use of Predictive Coding and Technology Assisted Review features as we seek to utilise this across our cases.

You will also take a lead role in working with other law enforcement and regulatory agencies in the UK and other jurisdictions on this topic, and our key technology partners.


	KEY RESPONSIBILITIES

	· Lead the SFO’s eDiscovery activities, and act as our subject matter expert in this area, both internally and with key external partners

· Establish strong working relationships with internal stakeholders, in particular our Case Controllers, to ensure our systems deliver the solutions our case teams require, and that our users understand the capabilities and limitations of the technology

· Lead the internal and outsourced eDiscovery support teams

· Own the relationship with our primary eDiscovery service providers, and work with them to ensure that the SFO is utilising the latest technology available

· Working with key internal and external stakeholders, lead on our approach to electronic working in the courts from a technology point of view.


	
	

	ADDITIONAL INFORMATION

	LINE MANAGEMENT RESPONSIBILITY
	
Management of Digital Review System (x7 staff) and eDiscovery (x4 staff) teams and RAVN contractors (x3 based offsite)
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	This Job Description sets out current duties of the post that may vary from time to time without changing the general character of the post or the level of responsibility entailed.

	PERSON SPECIFICATION

	
SKILLS, KNOWLEDGE & QUALIFICATIONS

	ESSENTIAL

	
The successful candidate could either come from a legal background or a technology one, and they will be expected to be able to meet at least three of the essential criteria:

· Experience in managing and supporting eDiscovery systems within complex and multi-disciplined organisations
· Proficiency with the eDiscovery process and the Electronic Discovery Reference Model (EDRM)
· Strong understanding of disclosure rules and procedures and the CPIA
· Experience of investigating and prosecuting criminal cases, in particular those involving fraud, bribery and corruption
· Experience in managing the eDiscovery lifecycle of a number of large cases simultaneously
· Experience of working with multi-disciplined teams and organisations, including accountants, investigators and lawyers
· Strong technical knowledge of common eDiscovery platforms and data formats


	DESIRABLE

	· Experience of working in a law enforcement agency
· Understanding of disclosure rules and procedures
· Excellent understanding of the legal framework of eDiscovery, existing protocols, practices and relevant legal standards
· Academic legal training (law at degree level or postgraduate) and experience as a legal practitioner
· Experience of working with HP / Autonomy Introspect and IDOL
· Experience of working with OpenText Axcelerate (Recommind)
· Understanding of digital forensic tools and techniques




	KEY COMPETENCES/BEHAVIOURS

	Seeing the Big Picture

Level 4

	
Leading and Communicating

Level 4


	
Collaborating and Partnering

Level 4


	
Building Capability for All

Level 4


	
Managing a Quality Service

Level 4


	
Achieving Commercial Outcomes

Level 4
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